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Hi! I'm Carrie Ann and welcome to crash course computer Science.

Last episode we talked about the basics of computer security: principles and techniques used to keep computer systems safe and sound. But despite our best efforts, the news is full of stories of individuals, companies and governments getting cyber-attacked by hackers, people who, with their technological knowledge, break into computer systems.

Not all hackers are bad though, there are hackers who hunt for bugs and try to close security holes and softwares to make systems safer and more resilient. They are often hired by companies and governments to perform security evaluations. These hackers are called white hats. They are the good guys. On the flip side there are black hats: malicious hackers with intentions to steal, exploit and sell computer vulnerabilities and data.

Hackers' motivations also differ wildly: some hack for amusement and curiosity, while cyber-criminals hack most often for monetary gain. And then, there are hacktivists, who use their skills to promote a social or political goal.

And that's just the tip of the iceberg, basically, the stereotypical view of a hacker is some unpopular kid sitting in a dark room full of discarded pizza boxes probably better describes John Green in college than it does hackers.

Today we're not going to teach you how to become a hacker. Instead, we'll discuss some classic examples of how hackers break into computer systems to give you an idea of how it's done.

